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ABSTRACT The exponential rise of data is a consequence of the evolution of digital technology and the use of
smart devices. Also as a result of this, the data science field has grown rapidly in recent years. There are, however,
several problems that need fixing. The privacy, security, and decentralized nature of blockchain technology have earned
it widespread acclaim. Due to blockchain technology, the way we get and distribute information will shift radically.
Researchers think that blockchain technology may help alleviate some of the challenges faced by data scientists and
boost the growth of the field. In this context, we analyze the development in the field of data science due to the integration
of blockchain technology. We used the Scopus database to collect the relevant database.
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I. INTRODUCTION

Information is becoming more diverse. As the volume of
data continues to grow, it becomes more difficult to parse
the many components. This calls for novel approaches to
data analysis. Because of this increase in data’s diversity
and volume, the field of data science has advanced rapidly.
Moreover, information security and privacy are major is-
sues that must be addressed [1], [2]. Information security
and protection throughout the Data Science industry’s many
value chains—from data collection to data production to data
analysis to data sharing—faces a serious threat. Due to its
decentralized nature and high level of security, Blockchain is
uniquely suited to this position. Many obstacles in the field
of data science may be overcome with the help of blockchain
technology. data science allows us to extract critical data and
snip out unnecessary product details [3]. However, issues
related to privacy, security, data sharing, uneven distribution,
and unequal demand are creating friction in the development
of Data Science. The simplicity, safety, adaptability, and
protection offered by Blockchain have direct analogs in the
field of data science.

II. LITERATURE SURVEY

Author in [4] presents a Browser-Side Context-Aware Sani-
tization of Suspicious HTML5 Code for Halting the DOM-
Based XSS Vulnerabilities in Cloud. Author in [5] proposed
a lightweight mutual authentication protocol based on elliptic
curve cryptography for IoT devices. Author in [6] proposed
a secure Timestamp-Based Mutual Authentication Protocol
for IoT Devices Using RFID Tags. Author in [7] proposed
a novel framework for risk assessment and resilience of

critical infrastructure towards climate change. Author in [8]
proposed a secure and energy efficient-based E-health care
framework for green internet of things. Author in [9] pro-
posed a novel coverless information hiding method based on
the average pixel value of the sub-images. Author in [10]
proposed a secure Machine Learning scenario from Big Data
in Cloud Computing via Internet of Things network. Author
in [11] presets a review on advances in security and privacy of
multimedia big data in mobile and cloud computing. Author
in [12] proposed myocardial infarction detection based on
deep neural network on imbalanced data. Author in [13]
proposed a reputation score policy and Bayesian game theory
based incentivized mechanism for DDoS attacks mitigation
and cyber defense. Author in [14] proposed a DDoS Attacks
and Defense Mechanisms in Various Web-Enabled Com-
puting Platforms: Issues, Challenges, and Future Research
Directions. Author in [15] proposed a context Aware Rec-
ommender Systems. Author in [16] proposed a cross-lingual
transfer method and distributed MinIE algorithm on apache
spark. Author in [17] proposed a smart defense against
distributed Denial of service attack in IoT networks using
supervised learning classifiers. Author in [18] proposed an
adaptive Feature Selection and Construction for Day-Ahead
Load Forecasting using Deep Learning Method. Author in
[19] proposed and analysis of artificial intelligence-based
technologies and approaches on sustainable entrepreneur-
ship. Author in [20] proposed a digital Watermarking-Based
Cryptosystem for Cloud Resource Provisioning.
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FIGURE 1: General Information

III. RESEARCH METHODOLOGY
In this article, we analyze the development in the field of data
science due to the integration of blockchain technology. We
search the Scopus database using the following query:

TITLE-ABS-KEY ( blockchain AND "data science" )

The above-defined query extracts all the articles that have
“blockchain" and “data science" in their title, abstract, or
keywords.

IV. RESULTS AND DISCUSSION
In this subsection, we analyze all the papers that are extracted
from the Scopus database. The collected articles are from
different sources, as represented in Figure 2. However, the
majority of papers are published at international conferences.
Also, as represented in Figure 3, out of the total researchers
that are working in to develop new theories of blockchain
for the development of the data science domain are from
computer science. The collected papers have 375 unique
authors and 4818 authors.

FIGURE 2: different Data Types

FIGURE 3: Data Types

A. ANALYSIS DISTRIBUTION OF COUNTRIES
in this subsection, we analyze the distribution of published
articles according to their geographical location. Figure 4
presents the distribution of papers according to the countries.
From Figure 4 it is clear that most productive countries are :

FIGURE 4: Country Scientific Production

– INDIA (71)
– CHINA (70)
– USA (55)
– UK (31)
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– PAKISTAN (12)
– UKRAINE (12)
– AUSTRALIA (11)
– SOUTH KOREA (10)

B. KEYWORD ANALYSIS
Apart from the distribution of papers according to their
geographical locations, the distribution of keywords is also
a good factor to analysis the variation of the research topic.
Figure 5 presents the distribution of keywors. In the Figure 5,
as the frequency of the occurrence of the keyword increases,
its size increases in the Figure 5. From Figure 5 it is clear that
the following are the frequently occurred keywords:

FIGURE 5: Keyword Analysis

– blockchain (71)
– data science (65)
– internet of things (27)
– digital storage (17)

– big data (15)
– artificial intelligence (13)
– block-chain (13)
– learning systems (13)
– machine learning (12)
– information management (11)

C. DOCUMENT DISTRIBUTION
This subsection describes the scientific distribution of the
papers. We compiled a total of 159 works, including articles
from journals, conference proceedings, book reviews, and
book/chapter publications that are indexed in Scopus. The
most-cited publications in the subject of data science provide
a broad overview of the major themes and theoretical frame-
works that have been developed by the academic community.
Table 1 presents the distribution of the paper according to the
total number of citations.

V. CONCLUSION
The Internet of Things, digital transaction records, and sup-
ply chain management are all areas where blockchain tech-
nology might be useful. Businesses are increasingly focused
on the pioneering efforts of blockchain technology. As a
result of blockchain technology, consumers may conduct
transactions directly with one another, cutting out the mid-
dleman. There is no need for middlemen when transferring,
storing, executing, supervising, or trading anything of value,
from hard currency to Hollywood blockbusters. In its current
form, data science is the study of how to use both organized
and unstructured data to answer important questions and
address pressing issues. Blockchain technology with data
science may make for a powerful combination, with many
opportunities and risks, to efficiently manage large amounts

TABLE 1: Highly Cited Papers

Paper Total
Citations

AZARIA A, 2016, PROC - INT CONF OPEN BIG DATA, OBD [21] 1243
KLERKX L, 2019, NJAS WAGENINGEN J LIFE SCI [22] 321
YU B, 2018, IEEE CLOUD COMPUT [23] 94
MIN S, 2019, J BUS LOGIST [24] 91
ENGIN Z, 2019, COMPUT J [25] 67
SWAN M, 2018, ADV COMPUT [26] 40
FREITAG C, 2021, PATTERNS [27] 38
SHUBINA V, 2020, DATA [28] 35
CHUNG S-H, 2021, TRANSP RES PART E LOGIST TRANSP REV [29] 28
GUPTA H, 2021, IND MANAGE DATA SYS [30] 28
DOKU R, 2019, PROC - IEEE INT CONF INF REUSE INTEGR DATA SCI, IRI [31] 21
KOMNINOS N, 2019, SMART CITIES IN THE POST-ALGORITHMIC ERA: INTEGRATING
TECHNOLOGIES, PLATFORMS AND GOV-a [32]

17

LAWRENZ S, 2019, ACM INT CONF PROC SER 16
CAO L, 2021, INT J DATA SCI ANAL [33] 12
JOHNSON N, 2020, PROC - ADV COMPUT COMMUN TECHNOL HIGH PERFORM APPL,
ACCTHPA [34]

11

KOMNINOS N, 2019, SMART CITIES IN THE POST-ALGORITHMIC ERA: INTEGRATING
TECHNOLOGIES, PLATFORMS AND GOV [32]

11

BELHADI A, 2021, AD HOC NETW [35] 11
MIKROYANNIDIS A, 2019, PROC FRONT EDUC CONF FIE [36] 10
CAMINO R, 2020, IEEE INT CONF BLOCKCHAIN CRYPTOCURRENCY, ICBC [37] 10
JESSE N, 2018, IFAC-PAPERSONLINE [38] 10
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of data without sacrificing quality. in this context, we analyze
the development in the field of data
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